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Nowadays, there are several methods to eliminate spam mail. One of popular method is
eliminating spam mail by using machine learning. In this paper, we present a spam mail filtering
using genetic algorithm. We applied Genetic operator, crossover and mutation to create varieties
of mails templates which inherit from old mails. Therefore, it saves time for filter to prepared
training set and not need large training set to learn like others method. New mails templates
which have more fitness will be selected according to "fittest of survival” of genetic principle.
New mail templates are the result of new learning and new choices which improve the spam mail
filter efficiency and decided whether the incoming e-mail is spam. In this thesis, we compare the
efficiency of filter with Bayesian spam filter. We found that the propose method has more
efficient than Bayesian spam filter. With the accuracy 87.05%, recall is 88.50%and precision

86.35%.





