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ABSTRACT 2 1 3 3 8 9

This independent study mainly emphasizes studying the guidelines to audit risk
assessments of computer information systems. Questionnaires were used for data collection from
55 people who were auditors approved by the office of the Securities and Exchange Commission
of Thailand. The collected data was evaluated and analyzed by descriptive and inference statistics
that composes percentage, mean, t- test, analysis of variance: Anova, Scheffe’ and crosstabs.

The following steps were carried out to control risk assessments of computer information
systems:

1. Study and collect the environmental accounting systems and internal control systems,
which were effected from the environment of computer information systems, by observe the
computer’s practice, personnel, administrative section and the character of data processing.

2. Identify risk of computer information systems by consider the significant data which
was received from studying and collecting the environmental accounting systems and internal
control systems.

3. Assess the risk of computer information systems by considering the likelihood and the
impact. The likelihood was considered from logical and processing complication, and the impact

was considered from materiality of financial statement.

4. Test of control without the computer together with the computer.

In addition, the difference of audit firm made the respondents’ opinions different. There
were the sources of studying and collecting the environmental accounting systems and internal
control systems, the factors that used for assessing the likelihood and the impact.

The respondents’ opinion on the overall inherent risk in the environment of computer
information systems was at a high level. They viewed organizational structure and characters of
data processing were at a high level, whereas work practice and system design was at a moderate
level. The overall general and application controls were at a high level. They viewed application
controls have more significant than general controls. In addition, the difference of audit firm and
amount of assistant auditor made the respondents’ opinions different. There were levels of
inherent risk in the environment of computer information systems and the significant level of
general control in computer information systems. And tl-le difference in education made a
difference in opinion of respondents about the significant level of application control in computer

information systems.





