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Abstrac TE 145527

Digital Watermarking is a method to embed a digital watermark into host media
for ownership protection, copyright control and authentication. In the case that the watermark
and host media are images, the digital watermark can be the visible or invisible watermark.
In this research, firstly an algorithm for the visible watermark embedding in the " spatial
domain was developed. A gray-scale watermark images was decorated and then inserted into
host image. The proposed technique modifies intensity in each pixel of host image for data
embedding by analyzing image contents, texture and edge information. The results
watermarked image was transparent and harmony. To make this visible watermark robust to
any attacks, a binary digital watermark was then embedded into the result image in the spatial
domain. The Peak Signal-to-Noise Ratio (PSNR) was used to measure distortion of
the watermarked image. For watermark extraction the original image is needed. The extracted
watermark’s quality was measured using the normalized cross correlation (NC). Results
from experiments show that the variation of the watermarked image compared with the
original image is noticeably low. In addition, the watermarked image impressively robusts
against the attacks as it produces the NC value less than 50%, even if the attacks have destroyed
some of the watermarked signals. These watermarking techniques can be applied in a graphical

user interface of an organization-own-developed application.
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