UNAALe T153033

miv‘imwﬁyﬁ%’ﬂaaumanmﬁwms Lf]uﬂisﬁ%mssmsmm:naﬂmuﬁyﬁﬁﬂaauu
NI BSUTBIRIMNI LR BBNBNMIT NISUNI NUAzaBAAEY MTLITATERILY
Tausun 1A (Frequency Domain) 42638nstaswidaunninadrumsiafionstluus
(Look-up Table) ua:mmmnaﬂmuﬁyﬁ%maa'lé'TﬂumsﬂﬂU‘l%'msnﬁanfhﬂﬂu“lﬁé’fmmﬁ'u
amduntiu minageyla@nmaninszneudasnsudle Tasvimsmumioaudoniny
MIAANINDBALNEIU MITHBVOI NISHYUNIN LAZAISTUTANIWAINNIASIIU JPEG
msﬁ'ﬂﬂszﬁn%mwmsumnawﬂ’yﬂﬂmﬂ?amﬁuumwawﬁyﬁun1w¢’1’uﬂﬁuﬁ'wﬁ1 PSNR
tarTannumilouvesainthdres NC HANTINARBINY AT U BT ou T un 1w
Auntunnmsdanadsmeni hinuauuananla q vennInfimoihasasainenssnin

= s Iy

L& ] ' ' L) < q’" :l P
upuasawneuauysal vdeheglunusiainn Savsmnimossin1dninamnaasy

e

nrauns Tawdludnvazai q dauisovendnymzyeInis lavAuasseyduna

. v
nstdasuasminaduvwenaisle

Abstract TE 1 5 3 0 33

Fragile watermarking is a technique to embed and extract a digital watermark into
document for image authentication. Embedding and extracting processes base on look-up table
with discrete wavelet transform in frequency domair. Watermark can be directly extracted via the
look-up table, without using the original image. The peak signal-to-noise ratio (PSNR) is used to
measure distortion of the watermarked image. The quality of extracted watermark is measurcd
using the normalized correlation (NC). The experimental results show that the variation of the
watermarked image compared with the original image is nothing the difference for notice. The
extracted watermark is clear as its NC value approaches to 1. In addition, the marked image is
attacked by changing, adding, detail deleting, cropping, scaling up and down, rotation and
compression. The scheme can detect tempering of the marked image and can locatc where the

tempering has occurred.





