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Abstract TE 1 6 2 7 0 1

Online signature verification using reference-testing curvatures is still imperfect, since it
requires more reference information in order to determine the uniqueness. Furthermore, human
signatures are easily counterfeited. Therefore, in this research, we have proposed a combination
of behavioral and physical biometrics, i.e., signature curvatures and fingerprints. In this method,
the features of signatures and fingerprints are extracted in the form of high curvature points and
‘FingerCodes’, respectively. Then, these features of both types of biometrics are combined
together by inserting the password of the F ingerCodesl—i.e., watermark—- into the high curvat‘ure
points. Utilizing inverse Mu-law logarithmic compression technique for inserting this watermark,
the watermarked curvatures are less affected. In this way, the experimental results show that the
watermarking similarity that is indicated by peak signal-to-noise ratio (PSNR) is good enough.
Moreover, the extracted watermark is intact, i.e., the normalized cross correlation (NC) is
identical to ‘1°. This makes the combination of biometrics verification ;nore effective.
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