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Many organizations begin to be aware of the importance of Information
Technology (IT) Internal Control Audit. IT Internal Control Audit is one of the essential
processes that would enable IT operations to achieve an organization’s objectives, in
addition to mitigate any potential risks incurred from the vulnerability that are the
consequences of deploying information technology to facilitate operations within an
organization. This research, thus, designed a well-defined process of IT Internal Control
Audit based on the worldclass CoBIT framework. Further, we developed a system to
facilitate 1T auditors for fast and efficient operations. The implemented system covers
various audit processes including management of audit projects, audit planning,
assessment of audit controls, management of audit documentation, issue handling,
audit history listing, and organizational risk data storaging. The system was evaluated
by the IT Internal Control Audit of a particular commercial bank that uses CoBIT as the

framework of its IT Internal Control Audit task. The evaluation results were satisfactory.





