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ABSTRACT

“The Project: Risk Analysis and Assessment on Information Technology Systems
based ISO/IEC 27001 Standard for the Management of Information Technology Center in
Organization”. This project has objective to audit vulnerability of information technology system.
We also want to acquire weaknesses and risk level of information system in order to improve
information system security policies and practical ICT master plan of Information Technology

Security.

The results, both before and after launched project, were utilized to determine strategies
with Information System management Center in Organization aspects, for example : to develop
and improve the Information system security policies and network security system. According to
policies on networked systems to be more secure (in case study, before project was launched)
and to apply for finding a suitable model of risk management for creating the ICT Master Plan (in

case study , after the project was launched).

This project is preparing to begin and check vulnerability to Information Technology
System with service and support an international level based ISO/IEC 27001 Standard And also
to raise the efficiency of implementation of Information Technology. An organization can use this

project as a model to improve efficiency the Information Technology System. It can be



implemented in harmonized working with core mission. we want to be the organization which is
“to be excellent in people service”. Moreover the project also was created to support Information
Technology to go the ASEAN Community so as to develop and improve various projects as
follows; to bring apply to planning IT Master Plan II 2014-2017 or Operational Plan for 4 years
of Information Technology. In the future, an organization can apply this project into development
and improvement of IT Security Plan and Risk Management that going to change the

management of Information Technology Systems.



