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23. Nguyen, H.T., Petrović, S. and Franke, K., 2010, “A comparison of feature-

selection methods for intrusion detection”, 5th International Conference on 

Mathematical Methods, Models and Architectures for Computer Network 

Security, pp. 242-255 

 

24. Christian Mèuller-Scholer, 2011, Organic Computing -- a Paradigm Shift for 

Complex Systems, p. 627. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


