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Abstract

The study of “Awareness of Personal Safety Issues Associated With
Exposing High School Student’'s Information on Internet” aims to study danger
acknowledgement, danger awareness including protection guideline for high school
student from exposing personal data on internet. The study’s tools are questionnaires
and in depth interviews. The questionnaires was used for sample groups which are high
school students (Mathayom 1-6) comprised with 450 students of 3 schools, 150 students
from each schools, in Bangkok under to The Bangkok Education Service Area Office 1,
Ministry of education of Thailand. The structural interviews were conducted with 3
people from committee of personal data protection for child on information technology
system. The data was analyed by statistical values; frequency, percentage, mean,
standard deviation, Chi-square, t-test, and f-test. The result of study were:

The awareness of danger from exposing personal data of sample groups
found in a middle level (X = 2.57). The sample groups were likely to exposing personal
data on internet in order to exchange with meeting new friends and it is common for
cybernaut to have newcomers communicating. According to a concern with safety of
exposing personal data on internet, it was found that the sample groups were less
realization. Moreover, the sample groups were still less awareness in any websites
which have to fulfill their personal data. Accordingly, the sample groups fulfilled
personal data without permission by their guardian. Consequently, the sample group
may jeopardize their dangers because the awareness of danger for exposing personal
data and self-defense behavior are inconsistent and the sample groups might think that
the danger would not happened with them.

In term of protection guideline for the sampling groups from exposing
personal data, it was found that the sample groups agreed with 16 issues of protection
guidelines including personal data protection guideline measures which cyber-
entrepreneurs have their roles to take care and protect personal data on internet of their

customers. There were public relations through media for entrepreneurs with Child



protection Act (BC 2546) which had a control measure for disseminating personal data
of child. There were other public relations for sample groups to understand the danger
from exposing their personal data on internet. There were arresting cyber-entrepreneurs
who disclosed personal data of sample group which caused seducing, rape, and
murder. The guardian should take care and make agreement of internet activities of
sample groups such as length of time to use internet, website accessing, no sending of
picture and personal data to newcomers on internet without guardian permission,
including meeting with someone from internet should meet in a public area with people
walking surround and with their guardian each time. Moreover, school should create the
awareness for sample groups concerning to the danger and set high school networks in
order to notify the danger from exposing personal data on internet including to
campaign the sample groups to use the internet in order to study the knowledge more
than just entertaining or finding new friends.

The recommendation of this research is that family institution is an important
mechanism to create the awareness of danger from exposing personal data on internet
of sample group and family should closely take care of sample group in order to give
them advice or reminding a good thing to do. Moreover, the guardians should improve
the knowledge of internet using safely and know it as well as their children do. On the
other hand, the sample groups should not disclose their personal data such as name,
surname, address, telephone number, school name to cyber mate without guardian
permission.

Draft of personal data protection Act BC . . . should be revised in order to
increase especially in measures of personal data protection for child and have seriously
on sanction with neglecting web-owners in personal data protection of the sample group
causing access to personal data from malicious people. Consequently, it can cause
crime which can see from newspaper such as property fraud, rape, and murder in final.

Moreover, the public relation though any media for the danger is a suitable
thing to do in order to give a awareness of danger to people in society and not being

jeopardize to danger circumstances from exposing of personal data on internet. Then,



training in white internet course being conducted by ministry of education is to up date
of sample group’s internet using including support community to participate of internet
shop monitoring in community in order to guard against danger of children’s internet
using and support internet entrepreneurs to realize the responsibility for personal data

protection system of sample group from exposing personal data on internet as well.



