k4 y

m3iIvuiiliymjamnemefnu s ansgswtiggainalemsnszi
a { o ) 4 LY @
anuRafmtuneuimes w.a. ... Tarmmuzanlumsidulgfuilygm
a o [
oI suN AN Ines lullszmalnafiodla navinmisAniwudngig
Qo o dyd a A o ' o Y o a A
wsestiaaq o Ianudanategund luauaissimua litluanuia tiednn
o d‘d L] Y Yo o 9 1] =Y [ o Y
aunsathnguuneniied luilegiuin gy la wu anuragiudnasudndeya
' @ 1w g ° a A
Mk MmInmsdaseaaulas dudu uazlimsnszihnnuiaisengrune
Y wa ] ¥ 9 ¥ & A 9 =4
Taaa binseungy iy n1sae Ineddsauluaudmens Tayan MsnuAToUAn
Y . d9 YY ! a Lo D T g °
uazdieny IMAunnfeawneng ludumesitia iWluau wennnil msmvua
InyreguanuAanisnan ey wu Mmsfivua 1g IFUTmssu Tnuwh
° = =) o A o 2
dnszrhanuiia maszaeInugudndedaslisen 1 idunuly Wudu sonniims
[ 3 o 1 LY e a1
udludeunnsein q uds feemidhmseswiygag dudlssTomidens
Y ~ s o [y a A
Hestunaziswilswilymewainssunnouiuwessuilunsinuansves

13 y
Uszazuluilszmelnsfssuy

205905
The purpose of this thesis is to study the draft Cyber Crime Bill with

the goal of determining whether it can efficiently tackle Cyber Crime in
Thailand. The study reveals that there are sev'eral offenses which should not
be included in the current draft legislation because they are covered by current
laws. For example, the offenses of illegal interception of data and the posting
of modified pictures are covered by existing laws.

Besides, there are certain crimes which are not covered by the draft
legislation, such as the punishment of someone who sends spam e-mail for
advertising and crimes for the protection of children from pornography on the
internet. Also the degree of punishment for certain crimes is inappropriate in
some cases, such as the requirement that the service providers shall be subject
to the same punishment as an offender who posts the inappropriate content.
The punishment of illegal access is too low. If all of these shortcomings are
corrected, the draft Bill would be more useful for the protection and
suppression of Cyber Crimes. The rights of the public will then be better

protected.





