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This thesis investigates the problem of protecting personal data in
electronic business transactions. Considered is thé evolution of the concept of
“personal data” in addition to providing an explication of its meaning. An
inquiry is made into the various types of personal data in respect to the
notions of personal rights and individual freedom. The concept of “electronic
data” is additionally elucidated along with providing a delineation of the
characteristics of electronic business transactions nowadays and as projécted
into the future. Finally, the safeguarding of personal data by means of legal
measures applicable to electronic business transactions is discussed.

At present, technological advance has made it possible to conduct
electronic business transactions, an essential feature of which is electronically

transmitting personal data, most notably via the Internet. The other side of the



225854

__coin is that the same technology can be damaging to those who transmit
personal data electronically.

Individually harmful activities attendant upon electronic transmission
~ of personal data has recently greatly increased. At an international level, the
protection of personal data falls under the provisions of the United Nations
Declaration on Human Rights. Moreover, measures protective of personal
data should reflect guidelines formulated by the Organization of Economic
Co-operation and Development (OECD) and the European Union (EU)
Directive 95/46/EC in addition to taking into account to Guidelines
Concerning Computerized Personal Data Files of the United Nations. These
international principles serve as legal prototypes which can be adapted by
individual countries to ensure the protection of the personal data of their
citizens.

In Thailand, the Act to Protect Personal Data was drafted such that its
principles would be reflective of international principles and measures taken
by other countries. Analysis has revealed, however, that there are various
flaws in the aforementioned Act whose correction would require amendments
to the Act before it could be properly enforced.

Accordingly, the researcher would like to proffer the following suggestions in
this connection:

1) An amendment should be made to the draft of the Act to Protect the
Personal Data by explicitly requiring that this law must be applied to the

electronic transmissions of all public sector departments.
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2) The criteria for those who are considered owners of personal data
should be extended so as to include juristic persons.

3) The specification of characteristics and types of data should be
clear, especially in regard to sensitive data.

4) The controlling organ of this Act should solely be the Public Sector
Information Board.

5) Enforcement measures should stipulate that penalties for violations
would be administrative in nature.

6) Competent authorities, prosecuting attorneys, and judges should be
cognizant of information technology and should be appropriately trained to

the end of efficient enforcement of the law.





