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ABSTRACT 209600

Since individual data are being collected everywhere in the era of data
explosion, Privacy preservation is an essential issue in the release of data for mining
purposes. The released data can be re-identified by being joined with other public
databases. Thus, data transformation to ensure privacy preservation is needed.

Meanwhile, the transformed data must have quality for the intended data
mining task, i.e. the impact on the data quality with regard to the data mining task
must be minimized. However, the data transformation problem to preserve the data
privacy while minimizing the impact has been proven as an NP-hard. Also, for
classification mining, each of the classification approach may use different
approaches to discover knowledge. In such a context, the measure of the data quality
was proposed in terms of the classification, which is one of the most important tasks
in data mining,

In this research, the k-Anonymity technique is considered in case of the
transformation approach for preserving data privacy. The data quality is maintained in
the scenarios that are the transformed data is used to build the associative
classification models. A new associative classification data quality measure,
frequency-based data quality measure was proposed.

Consequently, the proposed measure was proved by experiments. The
experiment result has shown that our proposed measures have effectively reflect that

the metrics of data quality for the associative classification problem.

The heuristic approach was proposed to preserve the privacy and maintain the
data quality in two algorithms is the Maximum Height Transformation algorithm
(MHT) and the Minimum Classification Correction Rate Transformation algorithm
(MCCRT). Consequently, the proposed approaches were validated by experiments.
From the experiments, the MCCRT is not only efficient, but also highly effective.





